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Agenda

 What is Zero Trust?

 Who is OneTier?

« Why OneTier (What Gap We Fill)?
 The OneTier Portfolio

“The scope, speed, and volume of digital attacks continue to outpace enterprise security teams, jeopardizing brand reputation, user trust,
and organizational security. Relying on legacy detection and mitigation processes has become insufficient to take on bad actors and wastes
an organization’s resources. With Bolster’s Al-powered security workflow and sophisticated domain takedown capabilities, organizations
can manage and remediate digital risks at scale while saving time and money.”

- Forrester (Dec 2022) — The Total Economic Impact (TEI) of Bolster.



Zero Trust Pillars and Tenets

Application/Workload

* Secure everything from Applications to
Zero Trust hypervisors, toinclude the protection
of containers and virtual machines

User

Continually authenticate, access,

& monitor user activity patterns to govern
users’ access & privileges while protecting &
securing all interactions

Data transparency and visibility
enabled & secured by enterprise
infrastructure, applications,
standards, robust end-to-end
encryption, & Data Tagging

Network/Infrastructure

Segment, isolate, & control,
(physically & logically) the network
Environment with granular policy and
Access controls

Devices

Understanding the health & status

of devices informs risk decisions. Real
time inspection, assessmentand patching
informs every

access request

Automation & Orchestration Visibility & Analytics
Automated security response based Analyze events, activities, & behaviors
on defined processes & security to derive context and apply Al/MLto
policies enabled by Al, e.g., blocking achieve a highly personalized model that
actions or forcing remediation based improves detection & reaction time in
on intelligent decisions making real-time access decisions
Assume a Hostile Presume Never Trust, Scrutinize Apply Unified
Environment Breach Always Verify Explicitly Analytics




We are a technology solutions provider that plays at the OEM distribution
layer. We combine state-of-the-art technology together to create a first of
its kind solution for government agencies, contractors, solution providers,
and commercial resellers.

We provide software engineering and solution design services related to
advanced networking, secure communications, cyber security, encryption,
ICAM, data analytics, and risk analysis/prevention.

We have built a solution that integrates cyber and data security together to
finally achieve Zero Trust and risk awareness.
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Why e@netier

Innovatlon Through Technology

Problem we solve for

» Understanding your Risk
« Exposure to Increased Cost
* Inhibited Revenue Growth

Fulfilling a Need

» Actual Zero Trust Roadmap
 Digital Infrastructure Transformation
» Unified Security Platform



D onefier anvcLoun Portfolio |

* Software & Systems
Development * Data Management &
e Security & Operations e ML&AI Storage * SOAR

Risk KubeZT GIobaI_DamtAa 0 Securi{t);] -
Engagement™ Secure Apps Security verwatc

AnyCloud™ Stealth Secure
Orchestration Networking™ Access™

* Automation * Networking & Wireless * Assured Identity
- ML&AI Transport * Browser Isolation
Infrastructure Management * Access Management
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An automated penetration testing tool and service that
assesses a client’s network for exposure and risk. The tool
Risk generates a T score and maps the required remediation steps
Engagement™ to NIST 800-53, 171, 207, and all 4700 endpoints of the
MITRE ATT&CK framework. This is correlated to real client
financials. CMMC 2.0 evaluation and reporting is included.
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Stealth

Networking™

AP

An advanced software defined networking suite that runs
across any existing physical network topology. It creates a
secure and encrypted multi-channel mesh network of devices
that can self-heal and is undetectable as it operates. It has
granular policy driven controls across the network.
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Global File System
Secure

Encrypted

Policy Controlled

Any File Mount

Any Storage Array

Any Object Store

Any Cloud for Storage
Mesh Topology for Files
Edge Caching & Access
Accelerated Access
Immutable Files

Web Accessible

A true secure and encrypted global file system that can
Global Data incorporate any storage array and any combination of
Security™ structured and unstructured datastores into a single file system
for all your users. It is immutable and ransomware proof and
eliminates the need for backups of files.

Third-Party .
( Zero Trust ) ( File Sharing ) (Gloud Securlty)

( Compliance )

Data Exfiltration
& Ransomware

( File Encryption )




KubeZT

Secure Apps

We are experts in advanced technologies that can help you
go from raw and unmanaged data, to ingestion,

transformation, and informed decisions, in a matter of hours

or days instead of months. KubeZT allows for secure
containerized, virtual compute, networking, ICAM, and
analytics in a single mesh connected package.
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A powerful platform that allows any software environment to

be deployed automatically into any cloud environment
Orchestration securely with all resources and costing included. This can be
done across clouds and physical data centers to create
effective hybrid and multi-cloud environments.
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A flexible and cross domain secure identity access
management system that allows users to validate their
credentials using multi-factor authentication into federated

systems. This is the beginning of the Zero Trust process and
NIST 800-207.
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A cyber security solution that integrates with existing endpoint

protection and firewalls, as well as our networking product, to
Overwatch™ monitor inbound and outbound traffic for malicious activity. It
also monitors for connections to IPs that pose as friendly, but
are a threat in disguise.

USERS
DEVICES
APPLICATIONS &
WORKLOADS
DATA
NETWORKS &

(«

ENVIRONMENTS

AUTOMATION &

VISIBILITY & ORCHESTRATION

ANALYTICS
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OneTier Corp is a US based and owned corporation and SAM
registered small business. We are a value-added integrator and
distributor of advanced technology solutions to government agencies
and contractors, solution providers, and commercial resellers.

We provide software engineering and solution design services related to
cloud migration and transformation, advanced networking, secure file
systems, cyber security, encryption, data analytics, and risk
analysis/prevention.

We specialize in locating and combining commercial products from
multiple vendors, then integrating them into secure deployable solutions
for government and commercial applications.

Chief Executive Officer

Cromeo@onetier.com
+1703-829-0115
Reston, VA, USA

www.onetier.com

Chief Technology Officer

taber@onetier.com

+1 303-501-4485
Los Alamos, NM, USA

www.onetier.com
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