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Who We Are
DCI Solutions provides tailored cybersecurity, artificial intelligence, systems engineering, Healthcare IT engineering 

and program management services to a diverse clientele encompassing both public and private sectors. Through 

customized and advanced technology solutions, DCI supports clients with critical program acquisition and planning 

that enable streamlined operations with effectiveness and efficiency. 
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Core Capabilities:
• Artificial Intelligence and Machine Learning

• Cybersecurity

• Systems Engineering

• Software Development

Technical domain knowledge in:
• Artificial Intelligence/Machine Learning (AI/ML) 

• Defensive Cyber Operations (DCO) 

• Offensive Cyber Operations (OCO) 

• DevSecOps Security Engineering

• Electronic Warfare (EW) 

• Healthcare Systems High-Performance Computing (HPC)

• Software Assurance Engineering

• Cyber Threat Hunt/Pen Testing

Small Business - USG Contracting - Service Focused



New DCI Office
• TS Facility Clearance
• Integration facility, high bay 

doors
• Expanded server room for 

Network & capability hosting

Other Services
• Dell Technologies
• Palantir



Cybersecurity & Artificial Intelligence (AI)





What is CyFormer? 

• CyFormer leverages Artificial Intelligence technology to 
autonomously learn what is ‘normal’ and ‘not normal’ 
activity within a network.

• Upon detection of anomalous activity, tailorable alerts will 
be available for review and sent to cybersecurity analysts.

• These alerts will provide cybersecurity analysts with live 
notifications of anomalous behaviors and enable them to 
make timely decisions about potential threats.

• Data Analytics for Zero-Trust Architectures.



CyFormer Deployment 

• Bare Metal
• Cloud Environments
• Virtual Machines
• Containers

Deploys on Touch Points

• NVIDIA CUDA
• JSON Alerts sent to external 

databases and/or SIEM products
• Mirror database
• Receive data via TCP or UDP



Data Pipeline
• Currently supported datatypes:

• Netflow
• Windows event logs
• Windows authentication logs
• Linux auditing logs
• PCAPs

• Modular architecture allows for 
individual components to be easily 
tailored to specific customer needs

• Additional custom data sources
• Customized alert contents and format

• Agentless collectors ingest data
• Fully automated data pipeline and 

self-supervised learning allows for 
hands-free, burdenless operation



• Cybersecurity Virtual Analyst
• 24/7 network monitoring 
• Reduce Cybersecurity analyst response time
• Supports Zero-Trust architectures 
• Signatureless detection

Value Proposition

Network 
Monitoring

CyFormer 
Detection

Breach
(bang!)

JSON Alert Incident Response 
Process
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DISA Focus Areas

1. Security & Operations
2. Machine Learning (ML) & Artificial Intelligence (AI)
3. Zero Trust & Access Management 
4. Security Orchestration, Automation & Response (SOAR)



Dr. Jonathan Mullin
CTO

612-644-1742
jmullin@dci-solutions.com

Ted Ryerson
Product Director
443-925-4775

tryerson@dci-solutions.

Shaun Kane
CISO

410-937-7164
skane@dci-solutions.

Tyler Shipp
Lead Developer

724-5506441
tshipp@dci-solutions.

CYFORMER - DCI Solutions (dci-solutions.com)

“It learns your network, it learns how your team works, it protects your team” 

https://www.dci-solutions.com/cyformer/


Ted Ryerson
Chief of Staff Product Director

443-925-4775
tryerson@dci-solutions.

Joe Lee
Business Development

908-337-0474
jlee@dci-solutions.com.
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